
KNOW

80 to 90% of kids have been 
approached for something online.

LEARN

Use the same 
phone or 
computer system 
as your child.

Let your child 
teach you 
about using 
technology.

Know the apps 
and software 
your child is 
using.

PROTECT

Activate safety 
settings and 
parental controls 
on all devices.

Turn on 
Google 
Safe 
Search.

Use online 
software 
to control
Internet 
content.

Controls 
downloads 
through 
password 
protection

ENFORCE
Set — and enforce — screen time rules and consequences.

Know the passwords.

Check your child’s devices at random intervals.

Create a central charging station in your house.

Know your kids aren’t where you think they are online.

Every so often, open each app.

Remember: Cell phones are computers.

FOLLOW

“Friend” or “follow” 
your child on every 
account they have.

Be aware kids 
will try to “beat 
the system.”

Randomly check 
your child’s search 
history.

TEACH YOUR KIDS

NOTHING is private 

on the Internet. ALL 

pictures can be saved.

It’s okay to tell you 

about anything that 

happens online

Don’t send pictures of 

your private parts to 

ANYONE.

A good digital role model.

Persistent and consistent.

A proactive parent.


